**«Безопасность школьников в интернете: что нужно знать родителям?»**

В наше время почти все школьники свободно и с удовольствием заходят в социальные сети, скачивают себе музыку и фильмы, выкладывают фото, видео, посещают чаты, создают персонажи, пользуются файлообменниками. Но такая активная деятельность несет для них расширение диапазона коммуникационных и электронных рисков. Часты оскорбления на форумах, в блогах и в комментариях к ним, бывают неприятные случаи, когда взламывают страницу жертвы или создавали поддельную на ее имя, где размещают унизительную для ребенка информацию. Особенно тяжело переживают подобное пользователи 9–12-ти лет.

Более 75% школьников легко размещают в интернете собственные фотографии и фотографии своих близких, 60% указывают свой возраст, а 20% даже указывают свой адрес. Многие дети признаются, что готовы встречаться с теми, с кем переговаривались в интернете, и всерьез удивляются, когда им указывают, что на встречу с ними может придти вовсе не тот, кто был заявлен в Сети. Кроме того, при столкновении с неприятными ситуациями при использовании Интернета дети часто не знают, как поступить и куда обратиться за поддержкой.

**Чтобы обезопасить своих детей, следует использовать некоторые рекомендации:**

* компьютер с подключением в Интернет должен находиться в общей комнате под присмотром родителей;
* создайте семейный электронный ящик, чтобы не позволить детям иметь собственные адреса;
* приучите детей советоваться с вами перед опубликованием какой-либо личной информации средствами электронной почты, различных регистрационных форм и профилей;
* научите детей не загружать файлы, программы или музыку без вашего согласия;
* не забывайте беседовать с детьми об их друзьях в Интернет, как если бы речь шла о друзьях в реальной жизни;
* не делайте «табу» из вопросов половой жизни, так как в Интернет дети могут легко наткнуться на порнографию или сайты «для взрослых»;
* сообщите ребенку, что при сетевом общении очень легко неправильно истолковать слова оппонента, и потому пусть ребенок, прежде чем написать что-то, решит реально ли сказать тот же текст при личной встрече. Если же без комментариев не обойтись, пусть делает их вежливо и корректно;
* приучите вашего ребенка сообщать вам о любых угрозах или тревогах, связанных с Интернет; объясните детям, что нельзя использовать сеть для хулиганства, распространения сплетен или угроз;
* оставайтесь спокойными и напомните детям, что они в безопасности, если сами рассказали вам о своих угрозах или тревогах.

Родителям подростков 13-17 лет уже весьма сложно контролировать своих детей, так как об Интернет они уже знают значительно больше своих родителей. Тем не менее, им тоже важно соблюдать правила Интернет - безопасности.

**При участии подростков создайте свой собственный список домашних правил посещения Интернет и требуйте безусловного его выполнения:**

1. Обговорите с ними часы работы в Интернет.
2. Обязательно спрашивайте о людях, с которыми дети общаются в Сети, настаивайте на том, чтобы дети не встречались лично с друзьями из Интернет.
3. Приучите детей никогда не выдавать личную информацию средствами электронной почты, не загружать программы без вашего разрешения.
4. Обсудите с подростками проблемы сетевых азартных игр, покупки в интернете. Пусть подростки имеют доступ к телефонам доверия для детей и подростков.